
Healthcare provider organisations participating in
the My Health Record system are required to
understand and comply with a range of legislative
obligations. They must establish, review, update,
maintain, enforce, and promote policies to ensure
the system is used safely and responsibly by staff. 

Learning objectives:
identify cyber security risks
understanding your role in data safety
implementing Password Management
procedures
understand the policies necessary to
participate in My Health Record
understand how to develop policies and
process around My Health Record security,
access, and use.

Presenters:  
Brendan Kennedy, Technical Manager Senior
System Engineer with  JOSE Health IT 
Barb Repcen, Eastern Melbourne PHN
Lindy Dell, South Eastern Melbourne PHN

This webinar will help you manage cyber security risk
and give you an understanding of the legislative
framework and participation obligations for access and
use of My Health Record.

Brendan Kennedy will be presenting on cyber security in
general practice:

phishing emails - what are they? how to identify
them, what actions should you take
password management - creating, managing,
rotating, and sharing
data safety - your role in protecting patient
information
security incidents - reporting suspicious activity 
safe browsing habits - limiting potential outbreaks

Lunch and learn - navigating
cyber security and My Health
Record compliance

EVENT DETAILS 
Date:  
Time: 
Venue
Register: 

Enquiries: 

 Wednesday 28 February 2024
12 - 1pm 
Online
https://www.emphn.org.au/news-
events/events/detail/25217
Josie Terron 9046 0300 or
events@emphn.org.au
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